User Guide for VPN

1. Windows

2. Mac
3. Mobile
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1. VPN for Windows(1/4)

 |Installation

@ Download Installation file at “vpn.unist.ac.kr/notice”
@ Install the “lvanti Secure Access Client Installer (Windows 64-bit).msi”
@ Run the “Ivati Secure Access Client” application

VPN Senvice x  +
& & vpn.unistackr/fana-na/auth/url_default/welcome.cgi

IIFNST VPN Service

Notice
- Please refer to the linked guide to use
- Please update your device’s OS(windows) and vaccines to the
- Please register your destination IP through Admin office

- Please be sure to logout after use

User Guide
VPN Application
UserGuide Form
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« Configuration

1. VPN for Windows(2/4)

@ Click “+" to enter the information of VPN server

@ URL: vpn.unist.ac.kr
® Click “connect”
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1. VPN for Windows(3/4)

 1st authentication

> 3 @ Enter “PortallD@unist.ac.kr”
@ Enter "Portal password"
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1. VPN for Windows(4/4)

 2nd authentication

> 3 @ Approve the request to sign in(App ver.)
2 Connection success

X 2-factor authentication manual
https://notice.unist.ac.kr/resources/files/2-factor-auth_manual.pdf
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2. VPN for Mac(1/5)

 |Installation

* @ Download Installation file at “vpn.unist.ac.kr/notice”
@ Install the “Ivanti Secure Access Client Installer (MacOS).dmg”

@ UNIST VPN Service x o+ @
&« c 8 vpn.unistackr/fana-na/auth/url_default/welcome.cgi

IAFMiST VPN Service

i pulse Secure.22.6.1.26825
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|Notice
- Please refer to the linked guide to use RIS
- Please update your device's OS(windows) and vaccines fo the
- Please register your destination IP through Admin office

- Please be sure to logout after use
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2. VPN for MacOS(2/5)

 |Installation
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2. VPN for Mac(3/5)

« Configuration

- Run the “lvanti Secure Access”

- Click "+" to enter the information of VPN server

- URL: vpn.unist.ac.kr
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2. VPN for Mac(4/5)

 1st authentication

> 3 @ Enter “PortallD@unist.ac.kr”
@ Enter "Portal password"
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4 Observances for working remotely or
209l

telecommuting

Refrain from producing, processing, or storing
classified data or documents when working from
home or remotely.
Ensure that you adhere to the same security policies
as those applied to PCs on campus. This includes
keeping your software (OS, antivirus, etc.) up to
date with the latest security updates and conducting
real-time virus scans.
Avoid working remotely or telecommuting on a PC
that is shared among an unspecified number of
people, such as in an internet café.
% By logging in, it is considered that you have
agreed to comply with the above content
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1. VPN for Mac(5/5)

 2nd authentication

> 3 @ Approve the request to sign in(App ver.)
2 Connection success

X 2-factor authentication manual
https://notice.unist.ac.kr/resources/files/2-factor-auth_manual.pdf
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3. VPN for mobile

*

[10S, Android]

- Go to App. Store(Play Store) and install “Secure Access” App.
- The configuration is the same as Windows, Mac
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END

Contact: it-help@unist.ac.kr
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